**Схема 8. Приобретение товаров в сети Интернет**

Немало потерпевших пытались приобрести товары в сети Интернет с большой скидкой на сомнительных сайтах. К подобной информации необходимо относиться критически, пользоваться проверенными торговыми площадками и ни при каких обстоятельствах не оставлять данные своих банковских карт на подобных интернет-ресурсах.

Чаще всего преступления совершаются с использованием сервисов бесплатных объявлений по продаже вещей. Причем жертвой преступления может стать как покупатель, так и продавец.

Распространена схема, когда при размещении объявления о продаже вещи человеку поступает звонок от потенциального покупателя. Он сообщает, что готов приобрести данный товар и предлагает внести предоплату. Для перечисления денег просит сообщить данные банковской карты, включая CVV-код и коды безопасности из СМС-сообщений. В таких случаях после передачи конфиденциальных сведений со счета потерпевшего происходит списание денежных средств.

Другие примеры:

- Злоумышленник, используя мессенджер WhatsApp, под предлогом продажи щенков на сайте avito.ru понудил потерпевшего пройти по ссылке на указанный «продавцом» сайт и ввести на нем реквизиты банковских карт. В последующем с данных банковских карт произошло списание средств.

- Мошенник, разместив объявление на сайте avito.ru об изготовлении и поставке гаражных ворот, убедил потерпевшего перечислить предоплату на банковскую карту неизвестного лица. В последующем поставка ворот не была произведена.

- Преступник, под предлогом продажи авиабилетов понудил потерпевшего ввести на указанном неизвестным лицом сайте реквизиты своей банковской карты, в результате чего с нее были списаны денежные средства.